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SCENARIO CONTRIBUTION 
 

Enhance Privacy 

Awareness in the 

Verification of Clinical 

Research 

Enable Automated, 

Privacy-Preserving 

Verification of Clinical 

Research Results 
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Practicality of our 

Approach with Real 
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RESEARCH QUESTION 
 

How to prevent human error and fraud from threatening the integrity  

of (statistical) clinical research results, while preserving patient privacy? 

PERFORMANCE 
 

Practicality demonstrated 

by experiments on real 

patient data:  
 

Fastest: 43.5 ms (mean 

age of 84 patients) 
 

Slowest: 884.6 ms 

(regression on 6828 

messages) 

COMMIT/ 

PRIVACY-

PRESERVING 

STATISTICS  

VERIFICATION 
 

• Mean 

• Variance 

• Student’s t-test 

• Welch’s t-test 

• ANOVA (F-test) 

• Linear Regression 

• Pearson’s χ2-test 

• Fisher’s exact test 

• McNemar’s test 
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